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May Be Susceptible to Network Session Vulnerability 

Device/ Product 

Description: 
Alaris 8015 PC Units and Alaris Systems Manager Software 

Manufacturer: Becton, Dickinson and Company 

Problem 

Summary: 

 

Network session vulnerability within the authentication process between the Specific 

PC units and the Specific software. If exploited, this vulnerability could allow an 

unauthorized user to establish a direct networking session between the two products. 

 

For more information, please check Here. 

 

 

 
If you think you had a problem with your device or a device your patient uses, please report 

the problem to SFDA through: 

NCMDR 

Vigilance system 

19999 unified call center 

 

 

AR name: Becton Dickinson B.V. 

Assigned Contact Person: Saleh Al-Sohibanei 

Mobile/Phone: 0544760333  

Email: saleh_al_sohibanei@europe.bd.com  

https://cybersecurity.bd.com/bulletinsandpatchesindex/bdalaris8015pcunitandbdalarissystemsmanagernetworksessionvulnerability
https://ncmdr.sfda.gov.sa/Default.aspx
https://ade.sfda.gov.sa/Home/Report
mailto:saleh_al_sohibanei@europe.bd.com

